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Matlene H. Dortch, Office of the Secretary

Federal Communications Commission

ATTN: Enforcement Bureau - Telecommunications Consumers Division
445 12th Street, SW

Washington, DC 20554

Dear Secretary Dortch,

Reserve Telephone Company, Inc. (RTC), NAL Acct. No. 200932170711, and Reserve Long
Distance Company, Inc. (RLD), NAL Acct. No. 200932170710, are in receipt of the Notice of
Apparent Liability for Forfeiture dated February 24, 2009.

RTC and RLD both inadvertently failed to file their annual CPNI compliance certifications for
2007. The filings have since been uploaded to the ECFS as of March 18, 2009. Protecting
Consumers Proprietary Information is of utmost importance to Reserve Telephone and Reserve
Long Distance and missing the compliarice filing deadline was in no way willful or intentional.

Historically, neither company uses CPNI for any internal marketing efforts and certainly has
never distributed CPNI to any outside third parties. Management does maintain a file of any
CPNI violations whether internal or through customer complaints. To date there has been none.
The companies filed CPNI certifications for 2008 and have enclosed copies of the 2006
certifications maintained internally.

We have enclosed with this letter the 2007 missed filings for Reserve Telephone and Reserve
Long Distance. Also enclosed is a copy of the CPNI Manual both companies use. Please accept
this letter and these enclosures as our apology for the missed filings as well as evidence of overall
CPNI compliance.

Sincerely,

cott Small
Director of Operations

Enclosuras
Cc: Marcy Greene, Deputy Chicf, Telecommunications Consumers Division, Enforcement Bureau, FCC

No. of Copies rec'd ﬂlq— {
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‘ EbFS Comment Submission: CCNFIRMATION Page 1 of 1

The FCC Acknowledges Receipt of Comments From ..,

Reserve Telephone Company
..and Thank You for Your Comments

Your Confirmation Number is: '2009316678529 '
Date Received: Mar 16 2009
Docket: 06-36
Number of Files Transmitted: 1

[ DISCLOSURE |

This confirmation verifies that ECFS has received and
accepted your filing. However, your filing will be rejected
by ECFS if it contains macros, passwords, redlining, read-
only formatting, a virus or automated links to source
documents that is not included with your filing.

Filers are encouraged to retrieve and view their filing
within 24 hours of receipt of this confirmation. For any
problems contact the Help Desk at 202-418-0193.

Initiate n Submission | Search ECFS | Return to BCES Home Page
FCC Hame Page Commissioners | Bureaus/Offices { Finding Info

updated 12/11/03

[

http://fjalifoss.fcc.gov/c gi-binfwefasql/prodfecfs/upload_vz.hts 3/16/2009




Received & Inspected

Beacang

MAR 19 7008
0 Telecommunications Advisors
1\ RO0
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fulsa, Okishoma 74137
March 18, 2009 Telaphone 918.496.7444
Reserve Telephone Company wini.barconbright.com
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203 West Fourth Street

Reserve, LA 70084-q519

r
Marlene H. Dortch, Office of the Secretary
Federal Communications Commission
445 12" Street, SW Suite TW-A325
Washington, DC 20554

RE: EB Docket No. 06-36
Via: ECFS
Dear Secretary Dortclﬁ:

Pursuant to 47 C. F. R § 64.2009(e); please find the accompanying annual CPNI
certification and statement for calendar year 2007 for Reserve Telephone Company form
499 filer ID number 8@7054; FRN 0001714708,

This 2007 filing is made at this time to cure an inadvertent omission brought to our
attention in NAL dated February 24, 2009 by Enforcement Bureau Chief, Kris Anne
Monteith, The NAL aceount number for Reserve Telephone Company is 200932170711;
the EB file number is EB-08-TC-5220

Should you have any questions regarding this filing, please direct them to the
undersigned, 5

Best Regards,
Keith Gile
Consultant

Ce:
Byron McCoy, Telecommunications Consumer Division, Enforcement Bureau via email:

'

byron.mecoy@feo.gov.

Best Copy Printing via email: fee@bepiweb.com

t




Received & Inspected
MAR 19 2009

Annual 47 C. F. Ri § 64:2009(e) CPNI Certification FCC Mail Room
E B Docket 06-36

Annnal 64.2009(e) CPNI Certification for 2007
Date Filed: 03/18/2009
Name of company covered by this certification: Reserve Telephone Company
Form 499 Filer ID; 807054
Name of signatory; Darcey Delatis
Title of Signatory: Controller
I, Darcey Delatte, certify that [ am an officer of the company named above, and acting s an agent of the
company, that I have personal knowledge that the company has established operating procedures that are adequate to
ensure compliance with the Commission’s CPNI rules. See 47 C.F. R, § 64.2001 ef seg.

. Attached to this certification is an accompanying statement explaining how the company’s procedures
ensute that the company is in'complisnce with the requirements set forth in sections 64.2001 ef seg. of the
Commission’s rules.

The company has not taken any actions (proceedings instituted or petitions filed by a company at either
state commissions, the court system, or at the Commission against data brokers) against data brokers in the past

yeur,

The company has not received any customer complaints in the past year concemning the unauthorized release of
CPNI. ;

siomed DALy (.00 late




Recelived & Inspected

WiR 19 2003

Reserve Telephone Company (The Company) FCC Mail Room
STATEMENT OF COMPLIANCE WITH CPNI
47 U.S.C. §222, and 47 C.F.R. § 64.2001- 64,2011
EB Docket No, 06-36

The Company has established operating procedures that ensure compliance with Federal Communication
Comuynission regulations regarding the protection of customter proprietary network information (“CPNI"). The
Company maintains a CPNI policy manual that covers in detuil the material summarized below.,

CPNI Use

The Company does not use or disclose CPNI without customer consent, except as permitted by 47 U.S.C. § 222
or 47 CF.R. § 64.2005,

The Company may use CPNI without customer consent to market communications-related services within those
categorics of service to which a customer already subscribes.

The Company may use CPNI 1o market other communications-related services only after providing each
customer with an opt-out otice via regular mail,

o Customers may “opt out” of the use of CPNI described in the opt-out notice at any time via toll free
number, email, regular mail, or business office visit.

o The Company waits 33 days before assuming that a customer has consented to the use of CPNI
described in the opt-out notice, provided that the customer has not already “opted out” of such use.

0 ‘The Company records each customer’s opt-out preference in the Company’s automated information
system, allowing the customer's opt-out consent status to be determined prior to use of CPNI

o The opt-out notice is refreshed every two years,

o The Company provides written notice to the FCC, within five business days, of any Instance where
opt-out procedures do not work properly and to such a degree that the customer’s inability to opt-out is
more than an anomaly.

o The Company requires supervisory review to ensure that any proposed uses of CPNI are covered by
existing notices,

The Company does not use or permit third parties to access CPNT for marketing purposes. As such, the
Company generally docs not seck opt-in consent from its customers.

During customer-initinied telephone calls or business office visits, and following successful authentication, a
customer may be asked to provide one time opt-in consent to allow the Company to use CPNI for marketing
purposes during that call or visit.

The Company requires ssles personnel to obtain supervisory approval of all requests to use CPNI for outbound
marketing, and maintains records of compliance for at j2ast one year,

Authentication of Custormer Identity

The Company uses the procedures specified in 47 CF.R. § 64.2010 to suthenticate a customer’s identity before
sharing any CPNI with that customer.

For in-person requests, the Company requires the customer to present a valid, government-issued photo ID.

For telephone requests, tho Company requires the customer to provide a password that is not prompted by a
request for readily available biographical information, or account information. The company also uses a “hint”
question and answer as a back-up means of authentication for each customer, which does not prompt the
customer for readily available biographical information or account information.

If the Company cannot authenticate the customer, the Company will release CPNI only by sending it to the
customer's address of record, provided that it has been in effect for at Ieast 30 days.

Training and Disciplinary Measures

The Company has implemented internal procedures to educate and train new employees about proper and
improper use of CPNI and the disclosure of CPNIL




The Company has designated CPNI Compliance officer(s) that are responsible for the active monitoring,
management and training of all employees with access to CPNL-- including but not limited to customer service
representatives,

Employces are instrizcted to report each potential CPNI violation or breach to supervisora, and the Company has
a process for documenting and investigating each potential violation or breach,

The Company has established diseiplinary procedures for any employee that wrongfully accesses, uses, or
discloses CPNI, which explicitly state that employees can be terminated for failure to follow the Company’s
CPNI policies and comply with the Commission’s CPNI rules.

Restricted Access to Records and Facilifies

The Company’s automated information system, which contains the CPNI of the Company’s customers, is
password-protected.
o Employees with access arc required 1o lock their terminals before leaving their workstation unattended.
o Supervisors are required to monitor employees for compliance with all system security measures,
All physical fucilitiey conunmng CPNI are secured, with restricted physical access.

Management of Potential CPNI Breaches and Law Enforcement Requests for CPNI

Consistent with 47 C.F.R. § 64.2011, the company has adopted procedures for notifying law enforcement of
CPNI breaghes and providing dcfcn'ed notification to customers.

The Company muntmns records of any and all potential CPNI breaches.

‘The Company validates 1hc authenticity of all requests from law enforcement, and ensures that such requests are
Iawful, before relcasing CPNL




ﬁCFS Comment Submission: C(?NFIRMATION

Page 1 of 1

| | < Federal Communications Commission

The FCC Acknowledges Receipt of Comments From ... Received & \nspected

Reserve Long Distance
...and Thank You for Your Comments

Your Confirmation Number is: '2009316971163 *
" Date Received: Mar 16 2009
Docket: 06-36
Number of Files Transmitted: 1

| DISCLOSURE

This confirmation verifies that ECFS has received and
accepted your filing. However, your filing will be rejected
by ECFES if it contains macros, passwords, redlining, read-
only formatting, a virus or automated links to source
documents that is not included with your filing,

Filers are encouraged to retrieve and view their filing
within 24 hours of receipt of this confirmation. For any
&problems.contact the Help Desk at 202-418-0193.

Initiate'n Submission | Search ECFS | Return to BECES Home Page

updated 12/11/03

hitp://fjallfoss.fec. gov/cgi-birlfwef)sqllprod/ecfs/upload_vz.hts
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,
Marlene H. Dortch, Office of the Secretary
Federal Communications Commission

, 445 12 Street, SW Suite TW-A325

Washington, DC 20554

RE: EB Docket No. 06-36

Via: ECFS

Dear Secretary Dortch:

Pursuant to 47 C. F. R. § 64.2009(e); please find the accompanying annual CPNI

certification and statement for calendar year 2007 for Reserve Long Distance form 499
filer ID number 807055; FRN 0009873712.

- This 2007 filing is mage at this time to cure an inadvettent omission brought to our

attention in NAL dated February 24, 2009 by Enforcement Burean Chief, Kris Anne
Monteith. The NAL account number for Reserve Long distance is 2009321700710; the
EB file number is EB-08-TC-5219.

Should you have any questlons regarding this filing, please direct them to the
undersigned.

Best Regards, ‘
Keith Gile
Consultant

Ce:
Byron McCoy, Telecommunications Consumer Division, Enforcement Burcau via email;
byron.mccoy@fce.gov

Best Copy Printing via eniail: fec@bepiweb.com

b
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MAR 19 2009
Annual 47 C. F. R, § 64.2009(e} CPNI Certification ECC Malil Room

'EB Docket 06-36

Annual 64.2009(e) CPNI Certification for 2007

Date Filed: 03/18/2009

Name of company covered by this certification; Reserve Long Distance
Form 499 Filer ID: 807055

Name of sighatory: Darcey Delatte

Title of Signetory: Controller

I, Darccy Delatte, certify that I am an officet of the company named sbove, and acting as an agent of the
company, that I have personal knowledge that the compauny has establiched operating procedures that are ndequats to
ensure compliance with the Commission’s CPNI rules, See 47 C.F. R, § 64.2001 &f seq.

Attached to this certification is an accompanying statement explaining how the company’s procedures
cnsure that the company 15 i compliance with the requirements set forth in sections 64.2001 e seq. of the
Commission’s rules.

The company has not taken any actions (proceedings instituted or petitions filed by a company at either
state commissions, the court system, or at the Commission against data brokers) against date brokers in the psat

year.

The company has not received any customer complaints in the past year concemning the unauthorized telease of

sipea {000y €Ly fpTk0 |




Received & Inspected

WAR 19 2008

Reserve Long Distance (The Company) FCC Mail Room
STATEMENT OF COMPLIANCE WITH CPNI
47 U.S.C. §222, and 47 C.F.R. § 64.2001- 64.2011
EB Docket No. 06-36

The Company has established operating procedures that ensute compliance with Federal Communication
Commission regulations regarding the protection of customer proprietary network information (“CENI"), The
Company maintains a CPNI policy manual that covers in detail the material summarized below.

CPNI Use

The Company does ntot use or disclose CPNI without customer consent, except as permitted by 47 U.5.C. § 222
or 47 C.F.R. § 64,2005,

The Company may use CPNI without customer consent lo market communications-related services within those
categorizs of service to which a customer alceady subscribes.

The Compary may use CPNI to market other communications-related services only after providing each
customer with an opt-out notice viz regular mail,

o Customers may."opt out” of the use of CPNI described in the opt-out notice at any time vin toll free
number, emaif, regular mail, or business office visit,

o The Company waits 33 days before assuming that a customer has consented to the use of CPNI
described in the' opt-out notice, provided that the customer has not already “opted out” of such use,

o The Company records each customer's opt-out preference in the Company®s automated information
system, sllowing the customer's opt-out consent status to be determined prior to use of CPNIL

o The opt-out notice is refreshed every two years.

o The Company provides written notice to the FCC, within five business days, of any instance whete
opt-out procedures do not work properly and to such a degree that the customer's Inability to opt-out is
more than an mnmaly

o The Company requires supervisory review to ensure that any proposed uses of CPNI are covered by
existing notices.

‘The Company does not use or permit third parties to access CENI for marketing purposes. As such, the
Company generally does not seek opt-in consent from its customers.

During customer-initiated telephone calls or business office visits, and following suceessful authentication, &
customer may be asked to provide one time opt-in consent to allow the Company to use CPNI for marketing
purposes during that call or visit,

The Company requires sales personnel to obtain supervisory approval of all requests to use CPNI for outbound
marketing, and maintains records of compliance for at Ieast one year,

Authentication of Customer Identity

The Company uses the procedures specified in 47 C.F.R. § 64,2010 to authenticate a customer's identity before

" sharing any CPNI with that customer.

For in-person requests, the Company requires the eustomer to present a valid, government-issued photo ID.
For telephona requests, the Company requires the customer to provide 2 password that is not prompted by a

. request for readily available biographical information, or account information, The company also uscs a “hint”

question and answer as a back-up means of anthentication for each customer, which does not prompt the
customer for readily lvmlabla biographical information or account information,
If the Company cannot nulhcnucate the customer, the Company will release CPNI only by sending it to the

" customer's address of record, provided that it has been in effect for at least 30 days.

Training and Disciplinary Measures

The Company has implemenied internal procedures to educate and train new employees about proper and

 improper use of CPNI and the disclosurc of CPNI.




The Company has designated CPNI Compliance officer(s) that are responsible for the active monitoring,
management and training of all employecs with access to CPNI - ineluding but not limited to customer service
representatives,

Employces are instructed to report each potential CPNI violation or breach to supervisors, and the Company has
a process for documenting and investigating each potential violation or breach.

The Company has established disciplinary pracedures for any employee that wrongfully accesses, uses, or
discloses CPNI, which explicitly state that employees can be terminated for failure to follow the Company’s
CPNI policies and comply with the Commission’s CPNI rules,

Restricted Access to Records end Facllifies

The Company's automated information system, which contains the CPNI of the Company’s customers, [s
password-protected,
o Employces with access are required to lock their terminals before leaving their workstation unattended.
o Supervisors are required to monitor employees for compliance with all system security measures.
All physfcal facllities containing CPNI are secured, with restricted physical access,

Management of Potential CPNI Breaches and Law Enforcement Reguests for CPNI

Consistent with 47 C F.R § 64.2011, the company has adopted procedures for notifying law enforcement of

« CPNI breaches and pmvldmg dcfcn'ed notification to customers.

The Company maintains Tecords of any and all potential CENI breaches.
The Company validates the authenticity of all requests from Inw enforcement, and ensures that such requests are

lawful, before releasing CPNIL
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RESERVE TELEPHONE COMPANY
RESERVE LONG DISTANCE

his manual has been created

with the intention of helping

each employee learn about rules

protecting Customer
Proprietary Network Information from
unauthorized disclosure. As you use this
manual keep in mind that rules are not
that old, beginning in 1996, and are
evolving as evidenced by the recent
order in April of 2007. There are many
questions yet to be answered. Even so, it
is necessary to protect the privacy of
individuals and protect the Company
from possible enforcement action
resulting from unauthorized disclosure
of CPNL




RESERVE TELEPHONE COMPANY
RESERVE LONG DISTANCE
CPNI COMPLIANCE

THE BEGININGS OF CPNI RULES CAN BE
FOUND IN THE TELECOMMUNICATIONS ACT
OF 1996.

consisting of specific steps to protect customer information from

he telecommunications act of 1996 was the beginning of CPNI rules
unauthorized disclosure.

The rules have been updated in 1998, 2002 and most recently with the April 2007
order and notice of proposed rule making. The April 2007 order implements the
authentication requirements and further testricts use/disclosure of CPNI to third
patties.




RESERVE TELEPHONE COMPANY
RESERVE LONG DISTANCE
CPNIT COMPLIANCE

FCC enacted safegnards put forth by EPIC.

The order sets forth new requirements Carriers must follow and are covered in this Manual. The
requirements will take effect December 8" 2007 subject to OMB approval.

Public advocacy group formed to promote safeguards for consumer privacy.

EPIC petitioned the FCC to include safeguards to thwart pretexing by so called data brokers who
offer to obtain and pass call detail records for a fee. Pretexting is the fraudulent impersonation of
a customer in.otder to obtain private call detail information. Most of the safeguards proposed by
EPIC were implemented or are in the further notice for proposed rule making portion of the
April 2007 FCC release. As discussed in detail later in this manual, Authentication through

passwords is required in order to share CPNL




RESERVE TELEPHONE COMPANY
RESERVE LONG DISTANCE
CPNI COMPLIANCE

Giving employees the knowledge needed to comply with CPINT rales.

New and existing employees must receive adequate instruction on system of control including;
Current rules about protecting customer call detail records
Authentication procedures
Requirement to notify customer of account changes
Optin /Opt out
Record keeping (when and how CPNI was used)
Disciplinary action
Public Notice requitement
Law Enforcement notification in cases of unauthorized disclosure

Each of these topics are covered in this manual and this manual should be retained and
maintained by ‘each employee that has contact with CPNI. Each employee should sign the
enclosed employee training certification and provide the signed original to the compliance officer
and retain a copy in this manual for the employees’ record of completion of training.

Specific rutes are set forth in Subpart U of Part 64, of Title 47 of the Code
of Tederal Regulations as amended.

- FCC tules impose a general duty on Reserve Telephone Company to protect the confidentiality of
customer Jnformation Reserve Telephone Company may use, disclose or permit access to




RESERVE TELEPHONE CONPANTY
RESERVE LONG PDISTANCE
CPNI1 COMPLIANCGCE

customer information only in three circumstances: (1) as required by law, (2) wath customer
approval; and (3) in providing setvice from which the customer information is derived.

Reserve Telephone Company must disclose customer information to any person the customer
designates if the customer makes a tequest in writing. Reserve Telephone Company may use
customer information without customer approval to market enhancements to setvices already in
use. For example, if the customer has basic local telephone, Reserve Telephone Company does
not need customer approval to use customer information to try to sell voice mail, or caller ID
services. However, if the customer has asked Reserve Telephone Company to put their residential
telephone number on its company specific do-not-call list, Reserve Telephone Company cannot
legally make these calls.

If Reserve Telephone Company wishes to use customer information for other matketing
including on behalf of affiliates, it must obtain customer approval to do so. Approval may be
requested orally, in writing, or electronically. The request must contain specific disclosures about
how customer information will be used. Reserve Telephone Company can use one of two
methods: (1) Opt In or (2) Opt out. These two methods are described below.

Process of validating a customer’s identity before using or disclosing any
CPNL The requirement to authenticate a customer’s identsty has albvays been
. required; but with release of the April 2007 order, stronger authentication is
“required if the carrier discloses catl detail information on inbound calls.

B Passwords must be used to share calt detail records.

E New customers should be asked to establish a password at the time new service is
established.

E Existing customers should be contacted to establish a password

If a customer requests customer service in person, a valid US ID may be used to
authenticate the identity of the account holder in order to discuss account information.

| .lf a custan'iéf forgets their péssﬁrord then a rnutual b.mt may be shared.wn:h the customer to help
them remember their password. This information should not be widely available biographical
information or account information.

. Failing the preceding password authentication, other backup authentication may be used:
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RESERVE 'I'EI..'EPHDNE COMPANY
RESERVE LONG DISTANCE
CPNI COMPLIANCE

@ The carder may call the phone number of record (not a contact number

if different). The Customer service representative will have to judge

whether the person answering the phone is the account holder, To avoid
identity questions resulting in this situation, customers should be

encouraged to add family members to the account (after identity has
been authenticated or upon establishing  service).

(31 The cartier may send call detail to the address of record

Account change notification

The customer should receive notice of changes to their account when any of the
Jollowing changes have occurred,

¢~ Notice of account change should be sent at the ime a password is
established or reset or updated.

& Notice of account change should be sent when mailing address of
record is changed.

Optin
Customer expressly giz)ej' approval 1o use CPINL

Under Opt In, a notice / request would ask the customer to expressly petmit the catriet to use
customet information for marketing. In other words the customer provides written approval
which needs to be retained by the cartier for one year.

Opt in approval status should be recorded in the Companies tracking system for future reference
for the putpose of determining whether the customer has given approval to use their CPNI..

The company’s tracking system will be used to identify which customer has expressly approved
use of their information.:for matketing purposes.




RESERVE TELEPHONE COMPANY
RESERVE LONG DISTANCE
CPNI COMPLIANCE

Note

Since the take rate (num‘oat of customets willing to accept marketing mformation) is low when a
customer is spcciﬁcally asked, for approval is very low, Resetve Teleplione Compaty does not .
typically use Opt in; instead, Resetve Telephone Compan}r uses Opt out,;(described, below) in
otder to have a much hl.ghcr take rate. - L

Opt Out

Method used to get customer approval to use CPINI without the customser
baving to take any aclion.

Under this process a notice is sent annua]ly either conspicuously in a statement or as a separate
stuffer with cxpla.nauon of the carriers’ objective in seeking customer approval and how the
customer fmay decline to have theit information used for matketing purposes. After a minimum
30 day waiting peﬂod, any customet that has not declined is deemed to have given implied
consent to use their customet information.

Opt out approval status should be recorded in the Company’s tracking system for reference in
any access situation.

The company’s tracking system will be used to identify which customer has given implied consent
to use their information’ for marketing purposes

Notice
Regulatory/ Legal required public disclosure,

Notice must be sent every two years to each customer notifying them of the opportunity to opt
out of giving approval for use and disclosure of their CPNI for marketing putposes

Reserve Telephone Company will develop an overall privacy policy and publish its ptivacy policy
on its website and will make available upon request in person, by mail or electronically.




RESERVE TELEPHONE COMPANY
RESERVE LONG DISTANCE
CPNI COMPLIANCE

Compliance File

Central lpcation for docunentation of CPINI Compliance

The compliance file should contain at a minimum Annual certification signed by the Compliance
officer and statement of established compliance procedures.

This file should contain detail record of the use of CPNI, mcludmg primarily when, how, and
what CPNI information was used fot matketing but for legal purposes as well.

The file should contain records of training including dates and attendance. Training records
would consist of tral.mng presentation matetdals.

Signed employee traiting certifications
Disciplinary actions, circumstances, remedial steps taken

Any instance of breach of privacy where unauthorized disclosure of customer information
occutred which should include details of reporting to Law Enforcement

The file should contain 2 copy of the compliance manual and any updates.




RESERVE TELEPHONE COMPANY
RESERVE LONG DISTANGE
CPN] COMPLIANCE

Annual 47 C. F. R. § 64.2009(e) CPNI Cettification

E B Docket 06-36

Annual 64.2009(g) CPNI Certificanion for YEAR
Date Itled, DATE
Name of company covered by this certification: COMPANY NAME
Form 499 Tiler 1D3: 99999
Name of signatory: OI'FICER NAMI
Tide of Signatory. QHEICER [IL1.E
I, OFFICER NAME, certily that I am an officer of the company named above, and acting as an agent of the company, that I
have personal knowledge that the company has cstablished operating procedures that are adequate to ensure compliance with the

Commission's CPNI rules. See 47 C F. R § 64.2001 o 224.

Attached to this certification is an accompanying statement explaining how the company’s procedures ensure that the company
13/15 NOT 1n compliance with the requirements sct forth in section 64 2001 et seq. of the Commission’s rules.

The company HAS/I 1AS NOT tahen any actions (proceedings instituted or petitons filed by a company at either state
commissions, the court system, or at the Commission apainst data brokers) against data brokers in the past year.

The company | LAS/ETAS NO'T receved ANY/DLANK customer complaints in the past year concerning the unauthorized release of
CPNL

Signed




RESERVE TELEPHONE COMPANY
RESERVE LONG DISTANCE
CPN1 COMPLIANCGE

Employee CPNI Training Certification

1, the undersigned, hereby acknowledge receiving and reviewing Resetrve Telephone
Company’s CPNI Manual. I have completed the training coordinated by Reserve Telephone
Company’s CPNI Compliance Officer. I further undetstand my responsibilities to protect
CPNI and the disciplinary ptocedutes established by Reserve Telephone Company
concerning CPNI. :

Name:

Positon:

Date CPNI Manual Recerved:

Date of CPNI Training;

Signatute Date

WITNESSED BY THE CPNI COMPLIANCE OFFICER

1Print Name

;Signature Date




RESERVE TELEPHONE COMPARY
RESERVE LONG DISTANCE
CPNI COMPLIANCE

Opt Out Notice

NOTICE REGARDING YOUR RIGHTS TO PRIVACY OF INFORMATION:

Under federal law, you have a sdght, and Reserve Telephone Company has a duty, to protect the confidentality
of CPNI.  Customer Proprietary Network Information includes information concerning your account,
including such things as the type and quantity of setvices you subscribe to, and calling information such as the
duration of calls. Your approval fot our use of CPNI may enhance our ability to offer products and services
tatlored to your specific needs. With your permission, we can use CPNI to offer you additional products and
services that are governed by the Federal Communications Commission, such as those of our affiliates, which
will best meet your needs or may save you money. If you would like to give us permission to use your CPNI 1o
market additional products and service from Reserve Telephone Company, you don’t need to do anything,

Thete ate some important things you should know when making your decision:

e We will not sell, trade, ot share your CPNI with anyone outside of Reserve, except as may be required
by law.

o Ifyou decide not'to give us permission, simply fill out the information below and return this page to
the business office, .

®  Your decision to permit our use of CPNI or to restrict our use of CPNI will remain in effect until you
change it, which you can do at any time, at no charge.

*  Your decision only relates to our use of CPNI to matket additional Reserve products and secvices. It
will not restrict of eliminate other types of marketing contacts.

Please note that this does not authorize us to release your information to any other third parties, only
affiliate companies of Reserve Telephone Company.

The protection of your privacy is of utmost importance to us. The employces and management of Reserve
Telephone Company thaok you for your continued business.

Telephone #

Name
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RESERVE TELEPHONE COMPANY
RESERVE LONG DISTANCE
CFNI COMPLIANCE

CPMNI D:sclplmary Proc;edures

. Dlsclmmaw Plt)cedums ------- A L e L : A -
Reserve Telephone (;ompany has estabhshed the followmg dlsc:tphnary procedures for CPNI
violations and breaches.

Violations

Violations include discussing products or services with a customer outside the existing setvice
relationship without the customer’s permission; engaging in marketing efforts without observing
opt-in and opt-out requirements; and failing to observe customer(s) opt-out request(s).

An initial violation requires the employee to re-read the CPNT manual. Additional violations may

result n counseling, retraining, reassignment, suspension, and tetmination, based on the
serdousness and frequency of the violations(s).

Breaches
-+ ‘Breaches occur when an err_lployee acts without authority to gain access to, use, share, or disclose
. CPNI Examples include selling or distributing CPNI to third parties, or any action that harms the

- customer ot Reserve Telephotie Company.

;Breaches rnay result in counsehng, retraining, reassignment, suspension, and termination, based

- on the setiousness and/ or frequency of the breach (es).

11




RESERVE TELEP:I-IONE COMPANY
RESERVE LONG DISTANCE
CPNI COMPLIANCE

Account change notification, 5
April 2007 Order, 2
Authentication, 2, 3,4
BACKUP AUTHENTICATION, 5
Compliance Flle, 7

Current Rules; 4

Discipinary Procedures, 11
EPIC, 2

Notlce, 3, 5, 7, 10

Optin, 4,6

Opt Out, 6,10

Tralning, 3, 9
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12/86/2006 11:45 9855364815 RTC FAGE B2/83

. Certification of CPNI Filing
December 31, 2006

EB-06-TC-060

|, Scott Small, hereby cefﬂfy this 31¢t day of December, 2008 that | am an officer of
Reserveilong,Distance.Company and that | have personal knowledge that Reserve Long
- Distance Company. has established operating procedures that are to ensure compllance
with thie Customer Propriatary Network Information rules set forth in 47 C.F.R.§§ 64.2001-

2009, ;

Scott Small
Officer's Name

Blrector of Operations -
Title

Slarlure 4
[2 /; 2.6

Date




12/06/2006 11:45 9865364815 RTC PAGE 63/83

Certification of CPNI Filing
December 31, 2006

EB-N5-TC-060

[, Seatt Small, hereby ceitify this 31st day of December, 2006 that [ am an officer of

*REsEVETEIpHonereempantPénd that | have persotial knowledge that Reserve Telephone
Cotnpany. and its Affillates have established operating procedures that ara to ensyre
campllance with the Customer:Proprletary Network Information rules set forth in 47
C/F.R.§§64.2001-2009.

Scott Small
Officer’s Name

Director of Operations N

Bignabire 7

e/ fof

Data






